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Introduction

CloudFront Version Vault is a centralized platform designed to version, visualize, and manage AWS CloudFront
distribution configurations. It simplifies the process of tracking changes, restoring previous states, and
maintaining configuration history — giving teams confidence and control over their CloudFront environments.
Every update to a distribution—whether it involves origins, behaviors, error pages, or other settings—is stored as a
version. These versions allow you to monitor the evolution of your configurations, compare changes, and roll back
instantly when needed.

Key Capabilities:

Version History & Rollbacks: Store every configuration change as a version. Roll back to previous versions or
copy configurations between distributions with a single click.

Distribution Recovery & Cloning: Recreate deleted distributions using saved versions or create entirely new
ones from any versioned state.

Behavior & Configuration Management: Edit, reorder, or delete behaviors; manage origins, error pages, and
geographic restrictions directly within the platform.

Tagging & Organization: Add, update, and manage tags to organize CloudFront resources effectively.

Visual Metrics: Gain insights with charts on request volume, error rates, and data transfer for each distribution.
Scheduled Backups: Automate backups of distribution configurations using cron-based schedules.

Secure & Extensible: Configure SSL settings for custom domains and enable email alerts with SMTP
integration for critical events.

User Access Control: Manage access using role-based permissions tailored to your organization.

Whether you're recovering from changes, replicating configurations, or managing multiple CloudFront distributions
at scale, CloudFront Version Vault gives you full control with confidence.

Discover What's New in v1.2.1 '#

Custom Error Pages: Create and edit CloudFront error responses for specific HTTP status codes.
Geographic Restrictions: Control content access based on country-level rules (Allow/Block list).
Behavior Management: Easily reorder behaviors using Move Up/Down and delete them directly.
Invalidations Enhancements: Copy an existing invalidation or create a new one with ease.

Tag Management: Add, edit, or delete CloudFront tags to better organize your distributions.

View Metrics Tab: Visualize traffic, error rates, and data transfer trends with live graphs.
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YA Getting Started

2.1 Launching the Instance

Subscribe to the CloudFront Version Vault AMI from the AWS Marketplace.
Launch an EC2 instance using this AMI.
We recommend using a t3.medium instance or higher for smooth performance.

2.2 Security Group Configuration

Open Required Ports: Ensure that the following Ports are open in your Instance’s Security Group.

Note: It is recommended to open the below ports only for internal IP Addresses, do not
keep ports open for all.

Port 443: For accessing the Web App.

2.3 IAM Role Attachment

1.0pen IAM Console >> Go to Roles >> Click Create Role.

2.Select Trusted Entity:
» Choose AWS service.
» Use Case: EC2.
* Click Next.

3.Permissions:
« Attach CloudWatchReadOnlyAccess policy here.
» Click Next >> Add a role named cloudfront-version-vault-role >> Create role.

4.Add Inline Policy:
* After creating, open the role >> Go to Permissions tab >> Click Add inline policy.
» Choose JSON tab >> Paste the policy json on page 03.
« Click Review policy, name it cloudfront-version-vault-inline-policy >> Create policy.

5.Attach Role to EC2 Instance:
* Go to EC2 console >> Select instance >> Actions > Security > Modify IAM role.
« Attach the newly created role.
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{
"Version": "2012-10-17",
"Statement": |

"Sid": "VisualEditor0",

"Effect": "Allow",

"Action": [

"s3:GetBucketAcl",

"s3:PutBucketAcl",
"lambda:ListFunctions",
"lambda:GetFunction",
"lambda:ListLayerVersions",
"lambda:EnableReplication",
"cloudfront:ListCloudFrontOriginAccessldentities",
"cloudfront:ListFunctions",
"cloudfront:ListOriginAccessControls",
"cloudfront:ListFieldLevelEncryptionConfigs",
"cloudfront:ListOriginRequestPolicies",
"cloudfront:GetDistribution",
"cloudfront:ListDistributionsByRealtimeLogConfig",
"cloudfront:ListKkeyGroups",
"cloudfront:ListSavingsPlans",
"cloudfront:ListRateCards",
"cloudfront:UpdateDistribution",
"cloudfront:ListContinuousDeploymentPolicies",
"cloudfront:GetDistributionConfig",
"cloudfront:ListUsages",
"cloudfront:ListResponseHeadersPolicies",
"cloudfront:ListDistributionsByCachePolicyld",
"cloudfront:ListDistributionsByLambdaFunction",
"cloudfront:ListCachePolicies",
"cloudfront:ListDistributionsByKeyGroup",
"cloudfront:ListPublicKeys",
"cloudfront:ListConflictingAliases",
"cloudfront:ListTagsForResource",
"cloudfront:ListRealtimeLogConfigs",
"cloudfront:Listinvalidations",
"cloudfront:ListFieldLevelEncryptionProfiles",
"cloudfront:ListDistributions",
"cloudfront:ListStreamingDistributions",
"cloudfront:ListKeyValueStores",
"cloudfront:ListDistributionsByWebACLId",
"cloudfront:ListDistributionsByResponseHeadersPolicyld",
"cloudfront:ListDistributionsByOriginRequestPolicyld",
"cloudfront:CreateDistribution",
"cloudfront:TagResource",
"cloudfront:Createlnvalidation",
"cloudfront:UntagResource"
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YA Getting Started

Open Browser: Navigate to your instance’s public IP address or DNS name using a web browser.
Access CloudFront Version Vault: The frontend will be accessible at
https://<your-instance-public-ip>.

- Login: Use the initial login credentials:
« Username: admin
« Password: AcRW%exB50%4Qs

Note: Please make sure to reset the admin password! A

2.4 User Role and Permission

This application includes three user roles: Read-Only, Editor, and Admin. Each role has specific permissions
that define what users can access and modify within the application.

1.Read-Only Role

* Login & Password Management: Users can log in and change their password.
+ Access: Users with this role can only view data related to CloudFront distributions and versions.
+ Restrictions: They are not permitted to modify, create, or delete any entity.

2. Editor Role

+ Login & Password Management: Users can log in and change their password.

* Read-Only Permissions: The Editor role includes all permissions granted to the Read-Only role.

+ Generate and Rollback CloudFront Versions: Editors can create new CloudFront versions and
perform rollbacks on existing versions.

+ Restrictions: Editors cannot manage other users or change their roles.

3. Admin Role
* Login & Password Management: Admins can log in, change their password, and manage other users
passwords.

* Full Access: Admins have all permissions assigned to the Editor role.

« User Management: Create new users, Change the roles of existing users, Delete users from the application.
+  SMTP Configuration: Configure SMTP settings to enable event-based email alerts.

+ SSL Configuration: Secure your custom domain with certificate and key configuration.

Each role is designed to ensure that users have the appropriate level of access for their responsibilities. Be
sure to assign roles carefully based on the user’s responsibilities and required access level.
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S8 CloudFront Configurations

The CloudFront Version Vault dashboard enables users to view, manage,and restore CloudFront distribution
configurations efficiently with a modern and intuitive interface.

4 N

& CloudFront

CloudFront Version Vault

Modernizing CloudFront Configuration Management “

Login Screen

3.1 Application Layout

The application features a persistent sidebar offering the following primary navigation options:
+ Distributions: View and manage both active and deleted distributions.

« Users: The admin manages platform users and their access levels.

+  Settings: Access password, Schedule management, Email Notifications, SSL Configuration.
+ Logout: Securely sign out of the application.

3.2 Viewing and Managing Distributions

3.2.1 Accessing Distributions
+  Click the Distributions menu from the sidebar.
+  You'll see two tabs at the top:
- Active Distributions (default).
- Deleted Distributions.
+ Below the tabs, the respective list of distributions is displayed.
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é CloudFront Version Vault A wimin v
fo» CloudFront
Distributions C
Active Distributions Deteted Distributions
@ |
(s} Enabled Description Type Domain name [standard) Alternate domain names Origins Last Mod
YHEVEHGEES.) Edpe Tearn Testing Standard arrwetatm2ggu.choudirentnet [0 - Signed-url-1ese-22.53. ap-20u Jul 21, 20
IVZECHCIRIWE] Edpge Services Conso, Standard a2majigbijkepn. cloudfront.ner 1 dav-escvion.com ({3 Backend - Edge Sefvices Co.. harg 12, 20
LAY LOFDS 15w e viort-cda-manager-d Stardard ddaptZeqhmia cloudirantnet 1 dev-vemydorieom [ vigrt-edn-managor-rontend My 23, 7
EFPTORIDATADW Evalival Standard d2gdcpubZImree cloudiront... [ devavalina Al-Irtendewer-Prad, Ailnery i 20
mmt pod dist Standard EqulzrmaSeaba clodiront. D - mimit- sap-buk-eleudin a3.us-. Cet i, 2
EZCOIMISP2SNP Aditya: Media testing Stardard daakRlee v Saudfiant il - Kt -path, Sditya-test-vad-so.. Laf
E3NWOILISGJUGE SAM-App-Clowdfront Standard SIbBDkxadaib.clowdirontnet 1 g B04T- 0G0 bWy Mow 18, 20
EOJENIDZROYED Prowler Distribution Stamdard d3dndihagiiids. cloudiront.net L Prowlor Server ul 04, 20
Dashboard @ 2025, Hostin Sefvices Pyl Ltd. of its affiliates. All fights rederved.

3.2.2 Distribution Details View:

Clicking on a Distribution ID opens a detailed view with several tabs, designed to resemble AWS
CloudFront's distribution information layout. Tabs include:

- General Info: Basic configuration and metadata.

- Origins: Origin domain and path settings.

- Behaviors: Cache and request behavior configurations.

- Error Pages: Set a custom error page in CloudFront for specific error codes.

- Security: Control access by country using CloudFront geo-restrictions.

- Invalidations: History of cache invalidations.

. Tags: Use "Manage Tags" to organize your CloudFront setup with labels.

- Versions: Version history of distribution configuration.

- View Metrics: Shows your website’s traffic, data flow, and error trends.

- Schedule Backups: A cron job auto-backs up CloudFront config changes regularly.

3.2.3 In-Depth Explanation
3.2.3.1 Configuring CloudFront Behaviours

+ You can change the order of these rules using the 'Move Up' and ‘Move Down' buttons. Moving a behavior up
means it will be checked earlier.

*  Since the rules are checked from top to bottom based on "Precedence," being able to "Move Up" or "Move
Down" a behavior allows you to change its priority. If a rule is more specific, you'll generally want it higher up
so it's matched before a broader, more general rule.

@ CloudFront support@cloud.in | www.cloud.in 06
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y
fo» CloudFront
EDXBVIHGBES.C - Active

Behaviors

Ganaral Origins. Error Pages

Behaviour
Precedence Path Patiern
(1] TPD. kbl
1 = viend
2 "png
3 im3ug
4 dapi®
& Jfimit
[} Jasgotal

Behaviour Tab

CloudFront Version Vault  [J\TELCIT T PRZLEYE LT P

EDNBVIHGBELIC c

Sacurity Invaidations Tags Warsions. Wiew Malrics

Origin

cloudin-£5r5.53 us-2a31-18...

winlcloud.in

cloudin-gsrs. 53 us-gast=1a...

wiolcloud in

BLE50= 207 = 27100, ap-50ut.

ec2-13-232-161-12.ap-south...

winl.cloud.in

@ 2025, Hostin Services Pyl Ltd. of its affiliates. All ights resenaed.

Viewer Protocel Policy

Readifect HTTP 18 HTTPS.

Redirect HTTP 10 HTTPS

HTTP and HTTFS

Redirect HTTP 1o HTTPS

HTTR and HTTRS

HTTP and HTTPS

HTTP and HTTRS

A sdmin v

~

3.2.3.2 Setting Up Custom Error Pages

Custom Error Page

Create Custom Error Response
* HTTF errer code

* Erres caching minimum TTL (seconds)

w

CuslaimiEs il iedgonte

o i Yes

* Response page path

* HTTR Respanse code

Cancel
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When a user tries to access content and your website has an issue (like a page not found or a server problem),
CloudFront can show a custom error page you design.

+ Go to "Error Pages" tab: This section lets you see and manage existing custom error pages.

+ Click "Create Custom Error Response": This opens a window to set up a new custom error page.

+ Choose the HTTP Error Code: You pick the type of error this custom page is for (e.g., "404" for
"page not found" or "502" for a server issue).

* Error Caching Minimum TTL (seconds): This value determines the duration, in seconds, for which CloudFront
caches an error response before reattempting to retrieve the correct content from the origin.

+ Enable Custom Response: Select "Yes" to use your own custom page. If you pick "No," CloudFront shows its
standard error message.

+ Provide Page Path: If you chose "Yes," you'll enter the exact web address where your custom error page is
stored (e.g., /my-404-page.html).

+ Set Response Code: You decide what error code CloudFront should send back to the user's browser. It's usually
the same as the original error (like sending a "404" response for a 404 error page).

+ Create: Once everything's set, click "Create" to save your custom error page rule.

3.2.3.3 Geographic Restrictions Explained

Edit geographic restrictions

@ curent configuration

Restriction Lype: Na résinations

* Restriction type

Allow list [Allow access only from selected countrias)

* Countries

Selected countries (3):

Antigua and Barbuda (MG} United Arab Emirates (AE) Afghardstan |AF)

Security Tab

This section lets you control who can access your website content based on their country.

a. Why Use Restrictions?
This is about blocking or allowing specific countries from accessing your content.

@ ( E|ROs | oC,!F\I/'AOU L'E support@cloud.in | www.cloud.in 08
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b. How to Set Up Restrictions
You choose how to control access to your content:

+ No restrictions: Everyone can see it.
+ Allow list: Only people from the countries you list can see your content.
+ Block list: People from the countries you list cannot see your content.

After choosing, you simply add the specific countries to your list (for example, the United Arab Emirates, UAE).
Once you're satisfied with your selections, click "Save changes" to activate your new rules.

3.2.3.4 Managing Cached Content with Invalidations

Create invalidation

* Object paths

e can imvalidate sebected files o
Jimsges/ e ifrealedatag ol 1de

Simages/image. jpg

Invalidations Tab

This section enables you to instruct CloudFront to refresh cached content, ensuring that users receive the latest
versions of your files. CloudFront stores copies of your website files in its cache for faster delivery; invalidations
are used to force an update of these cached versions.

a. Initiating the Invalidation

+ To execute the specified invalidation requests, click the "Create Invalidation" button located at the bottom of the
dialogue box. This action transmits the command to CloudFront, instructing it to clear the designated cached
content.

+ The "Copy to new" button enables the creation of a new invalidation request, pre-populating the fields with the
details of a previously selected invalidation for convenience.
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3.2.3.5 Labelling Your CloudFront with Tags

Manage tags

Tags (2)

Key

Name

Tagkey

Tags Tab

a. The "Manage Tags" Window

+ When you click the "Manage Tags" button, a modal window appears where you can add or change your labels.

+ To add a new tag, just click the "+ Add new tag" button.

* You'll see any tags already on your CloudFront setup. For example, you might see "TagKey" as "TagValue”,
“Name” as “CVV”

In short: Tags are custom labels you use to organize and easily find your CloudFront setups, especially when you
have many.

@ ( Equ | oC,!F\I/'AOU L'E support@cloud.in | www.cloud.in 10
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3.2.3.6 Understanding "View Metrics"
a

CloudFront Version Vault LIS (o PR ZLTA:ET b B, admin
fob CloudFront
EDXEVIHGEGSJC - Active EDX8VOHGBEEJC C
General Origins Behavicrs Error Pages Secuwrity Irvalidations Tags Viersions Wiew Metrics
Tirme Range: Chart Pefiod: Standdard:
2025-07-0N 1713 2025-07-N 178
Requests {sum) Data Transfer
P
-
/'\ b
Y
7 R
N
/ N
/ ;
",

Error rate (as a percentage of total requests)

VieW M e‘triCS Tab @ 2025, Hostin Services PvL. Lid. of its affikates. All rights reserved,

This section shows you how busy your website is and if anything is going wrong.

a. The "Requests"” graph simply counts how many times people tried to access your website. More requests
mean more visitors.

b. The Data Transfer graph shows how much information moved around, with the green line representing
Bytes Uploaded and the red line representing Bytes Downloaded.

c. Error Rates: This graph indicates the frequency of issues encountered by users accessing your website.

- Total Error Rate: Represents the aggregate percentage of all errors.
- 4xx Error Rate: Denotes client-side errors, typically caused by incorrect user requests (e.g., a "Page Not
Found" error).
« 5xx Error Rate: Signifies server-side errors, indicating an issue with the website's hosting infrastructure or
application.
Basically, it's a quick way to see your website's traffic and health at a glance.
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4 2
CloudFront Version Vault  [L\SYCLITL R PEZEy £k bd A admin v
fob CloudFront
EDXEVOHGBESJC - Active EDX8VOHGBESIC C
General Origing Behaviers Error Pages Secuwrity Irvalidations Tags Versions Wiew Metrics
Version Ma ETag Prowaous Viergian Rl Back From Auithar
Find

Compare Versions

version 3 Last Modified Time (UTC) Etag Rolled Back from Author Notes Actions
8 2025-07-21 11:48:40 UTC EPTECAZAILIR Automated Backup &
2025-07-21 10:12:26 UTC ESZCMOPW2FOYC Version 3 admin testing & L
4 2025-07-21 09:12:43 UTC EIE126HSEGLT20 CloudFron Generated & 9
3 2025-07-21 07:04:42 UTC FIRAPOFLABZKD Varsion 1 admin helle & 0
2025-07-71 07:03:48 UTC ETHOWIRTFSINEI CloudFront Generated & D
1 2025-07-21 068:47:02 UTC EIUKXVPMINUASK Automated Backup & D
Version Tab - Active @ 2025, Hostin Services Pvt. L1d. or s alfikates. All rights reserved
J

3.3 Working with Versions
3.3.1 Versions Tab (For Active Distributions)
In the Versions tab of an active distribution:

« You'll find a version table listing all saved configurations.

For each version, the following actions are available:

' @ Rollback: Revert the distribution to this version.

Copy to Another Distribution: Apply this version’s config to another existing distribution.
Create New Distribution: Launch a brand-new distribution using this version's config.

- Compare: View configuration differences between two selected versions.
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a

fob CloudFront

CloudFront Version Vault T\VER-CT S PEZ LGy TN P

ESE1ROIUGIZJE - Deleted  ELGIROIGIZIE

Ganars Oiniging Bahawirs Error Pages Sacurty Versions
Version Mo ETag Frovigus Version Rell Bagk From
Viersion & Last Modified Time [UTC) Etag Ralled Back fram
1 20250721 0604 UTC E1DS0BJAWLQPT

Current Page: 1 Total Pages: 1 Page Size: 10

Version Tab - Deleted

Author

Aurthor

Hotes

CloudFront Gensrated

£

B sdmin v

Actions

3.3.2 Versions Tab (For Deleted Distributions)

In the Deleted Distributions tab, selecting a Distribution ID and navigating to its Versions tab allows you

to:
2 @ Copy to Existing Distribution.
» (9) Recreate Distribution using a selected version.

+ Compare Versions

y
fob CloudFront

CloudFront Version Vault [I\TEY I PRELEYETTE P

User Management C

n & Add Users & Claar

Sno. Username Email address
exdiior Dummyl@example.com
admin Dummy h@emmple com
3 readonly DummyI@enampio.com

User Management

@ D025, Hostin Serdices Pyl Lid. or its aifiliates. A

Role

EDITOR

ADKIN

READONLY

rights reserved.

A wdmin v

Actions

J
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3.4 User Management

Accessible via the Users option in the sidebar, the User Management interface allows the admin to perform the

following actions:

Add, modify, or delete users with the following roles:

- Admin: Full access to all application features including user and role management.
- Editor: Has the same permissions as the Admin role, except cannot add or modify users.

- Read-Only: Can view distribution info but cannot perform actions.

3.5 Settings Tab

Within the Settings menu, the following key options are available:

a

fgb CloudFront

CloudFront Varsion Vault [\SXITTRE PERZEEYE:CTy bl

Settings
Scheduk: Management Email Hotifications SMTP Conliguration
Schedules
-4 Jab IO Distribution 1D Expression Status Schedule Date (UTC)
1 master-schedule ALL . . Jul 21, 2026 06:04-12 UTC
2 EDXBVEHGBRESIC ECHBVOHGBESJC &~ =+ v Jul 21, 2026 02311 UTC
Schedu |e M anagement © 2026, Hostin Services Pwt. Lid. or its aMilates. All rights reserved

fresh 4+ Create Schedule

3.5.1 Schedule Management
a. Accessing Schedule Management
Go to Settings >> Schedule Management.

b. Master Schedule

* It checks for configuration changes and monitors deleted distributions across all entries every hour.

- Detect changes in configuration for every distribution.

. Monitor deleted distributions and disk usage, and send alerts if usage exceeds 90% if SMTP and email

are configured.

@ CloudFront support@cloud.in | www.cloud.in 14
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c. Distribution-Specific Schedules
+  This schedule monitors changes in a particular CloudFront distribution.

3.5.2 Email Notification and SMTP Configuration

Univerzal SMTP Cenfiguration
Quick Setup {Optionad)

SMTP Server Address

Usirrame/Ersail

Sacurity Notes:

+ Use App Passwords for GmadlYahoo instead of regular passwords

= For Office365: Enable modam authentication of use App Passwornd

= For Amazon SES: Use SMTP cregentials from SES console (not AWS LAM])
* For SendGrid; Uscrname is 'apilloey’, password is your AP key

= TLS [port 587) is racommanded for most providors

= S5L [port 465) provides dinect encrypled connaection

Cancel Test Conmection

SMTP Configuration

Step 1: SMTP Setup

+  The admin adds the email server settings (SMTP).
«  Onceit's set, the system is ready to send emails.

Step 2: Notification Triggers

The system watches for important events like:

« Low disk space.

+ User changes.

 Distribution updates.

When something happens, the system prepares an email.

Step 3: Sending the Email
+  The system sends the message using the SMTP server.
+ The email goes out from the sender you set up to the right people.

« To manage recipients, the user clicks the mail icon in the Action tab, which opens the mailing list.
modal. From there, they can add new emails or delete existing ones using the available options.

@ CloudFront
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a R
CloudFront Version Vault GVEYX R PLZETYEET) P A wdmin v
fob CloudFront
Settings
Scheduly Managemani Ermail Matifications SMTF Configuration 5§51 Configuration
Notification List  Refresh
] Event Type Description Actions
1 Disk waill fical t o ik 3 s o
. M dateciion [ detecting doleted distributios L {51 [ CloudFrond f H

7 Distribaution Managemaen o

Version Amendment Maotifications triggered by version rolibacics, configuration transfers between distributions, and restoration of deleted y
Management distributions
&4 W A i ggered b i u ledios il
Mt M WA Mol ] B Ui g list of SMTP Conligurstion ]
& Schecula Managemant Motifications iriggered by schedule management condiguration changes, o
Notifica‘tion LiSt @ 2025, Hostin Serdces Pyl Ltd. or its affiliates. All rights reserved. )

3.5.3 SSL Configuration

SSL (Secure Sockets Layer) certificates are like a digital passport for your website. They make sure that the connection
between your users and your CloudFront distribution is secure and private. This is important for protecting sensitive
information and building trust.

Steps to Configure SSL

Step 1: Go to SSL Configuration

To get started with SSL, simply go to:

+ Inthe left sidebar, click on Settings.

+ Then, click on the SSL Configuration tab.

+  Onthe SSL Configuration screen, look for the Configure button (usually on the right side).
Click it to begin setting up your SSL certificate.

Step 2: Fill in Your SSL Details
Now, you'll need to provide three key pieces of information for your SSL certificate:

Step 3: Save Your Configurations

Once you've entered all three required pieces of information, click the Configure button at the bottom of the
pop-up window.

That's it! Your CloudFront Version Vault will now use your provided SSL certificate to secure the connections
for your specified domain.

@ CloudFront support@cloud.in | www.cloud.in 16
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Configure SSL
Important Notice
& Applying incorrect scttings may disrupt functionality and block access tothe
application,

& After updating your SSL configuration, make suré to restart your server and wail up to

10 minutes for the changes to take effect.

" Domain Namae )

" BEL Cenificate

* S51 Private Kiy

Configure SSL

1. Domain Name

This is the web address (like yourwebsite.com or mail.example.com) that your SSL certificate is for.
Enter your domain name here.

2. SSL Certificate

+ This is the actual certificate code you received from your SSL provider (like Let's Encrypt, DigiCert, etc.).
+ It's along string of characters that typically starts with ----- BEGIN CERTIFICATE----- and ends with

Carefully copy and paste your complete SSL certificate into this box.

3. SSL Private Key

+  Every SSL certificate has a matching private key. This key is crucial for decrypting the secure connection.
+ It's another long string of characters, usually starting with ----- BEGIN PRIVATE KEY----- or
----- BEGIN RSA PRIVATE KEY----- and ending with -----END PRIVATE KEY----- or

«  Carefully copy and paste your complete SSL private key into this box.
Keep this private key very secure and do not share it with anyone!
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4.

CloudFront Version Vault is a robust and intuitive tool designed to streamline the management of AWS CloudFront
distributions. It empowers users with full visibility and control over distribution configurations, making tasks like
rollback, monitoring, and version management seamless.

With CloudFront Version Vault, you can:

Roll back to any previous version of a distribution.
*  Copy any saved version to another distribution or create a new distribution from it.
*  Compare two versions side-by-side to identify configuration changes.
*  Schedule monitoring tasks using cron-based or master schedules.
*  Receive real-time email alerts via configurable SMTP settings.
*  Secure your environment using custom SSL certificates.
*  Manage user access and permissions with role-based controls (Admin, Editor, Read-only).

We recommend reviewing version history regularly, keeping SMTP and SSL configurations up to date, and enforcing
appropriate access control for all users.

Thank you for Trusting CloudFront Version Vault. ‘#
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